**Assignment-1**

**Unit-1**

1. Differentiate between Morals and Values.
2. List out any four Cyber Crime types.
3. What is Penetration Testing? Where it is implemented?
4. What is Vulnerability? How Vulnerability is exploited in a system?
5. Brief out any two situations under which a computer crime may be performed.
6. Identify the factors due to which human values evolve.
7. What do you mean by Professional Ethics? Describe in brief.
8. What is Cyber Crime? Describe various cybercrimes in brief.
9. Bring out the measures to be taken to prevent cybercrime.
10. What is unauthorized access or use of computers or computer network? Describe in brief.

**Assignment-2**

**Unit-2**

1. What are the benefits of following Professional Code of Ethics at an organization?
2. What are the common ethical issues among IT Users?
3. ICT policy is a set of guidelines that defines how an organization should use information technology and information systems responsibly. Justify the same with briefing out with two or three guidelines.
4. Microsoft products are the ones most commonly counterfeited, what is meant Counterfeiting?
5. What is IT Professional Malpractice? How it is exercised in Industry?
6. What do you mean by IT Professional? Who can be an IT Professional?
7. Describe various relationships among different people and IT Professionals.
8. What is Software Piracy? Describe various types of software piracy and issues with software piracy.
9. What type of measures has to be taken to stay safe online? Describe in brief.
10. What are the consequences of using pirated software? List and explain in brief.